
 

 

 
 
Progetto: 
399-0001-221-2025: "ACCRESCERE LE COMPETENZE PER GESTIRE TRANSIZIONI E 
MERCATI" (Linea B) 

 
Modulo formativo: 
Uso non autorizzato dell’AI al lavoro: rischi per l’azienda e per il lavoratore 
 
OBIETTIVI 
Con la diffusione dell’AI generativa (es. ChatGPT, Copilot, strumenti di automazione), molti lavoratori 
iniziano a utilizzare questi strumenti senza un quadro normativo o policy aziendali chiare. Tale 
comportamento, spesso spontaneo e benintenzionato, può generare criticità legali, etiche, di 
sicurezza e reputazione, sia per l’azienda che per i singoli dipendenti. 
Focus di questo breve intervento è quello di prevenire violazioni della privacy, la diffusione di dati 
sensibili, o plagio di contenuti, nonché ridurre il rischio di uso improprio dell’AI per attività aziendali 
senza supervisione. L’obiettivo è quindi duplice: si illustreranno procedure e strumenti che l’azienda 
può mettere in atto per disciplinare e/o limitare l’utilizzo di strumenti di AI non autorizzati e soprattutto 
se e quali azioni di “difesa” si possono intraprendere nel caso in cui tali comportamenti del lavoratore 
espongono l’azienda a dei rischi; si fornirà una panoramica sulle possibili violazioni a normative 
specifiche (diritti di autore, brevetti, privacy etc) e degli strumenti di protezione/prevenzione 
implementabili. 
 
ARGOMENTI 

• L’impatto dell'Intelligenza Artificiale sul mondo del lavoro 

• Gestione dell’utilizzo di strumenti di AI in azienda, anche se non autorizzato e/o regolamentato 

• Possibili provvedimenti verso il lavoratore che utilizza strumenti AI in assenza di autorizzazione 

• La recente giurisprudenza in materia di diritto del lavoro legata all’utilizzo di questi strumenti 

• Requisiti minimi di una Policy aziendale che regolamenti l’utilizzo di AI? 

• Panoramica sulle possibili violazioni di normative legate all’utilizzo di GEnAI (ad es violazione 

di proprietà industriali, brevetti, privacy etc) 

• Possibili rischi nella generazione di contenuti con IA e principali best practice 

• Azioni aziendali di tutela per non incorrere in azioni legali da parte dei soggetti “titolari” delle 

informazioni 

     

DESTINATARI 
L’intervento è destinato a lavoratori occupati presso le imprese partner di progetto. In particolare, il 
corso è rivolto a figure chiave delle imprese che desiderano comprendere le opportunità strategiche 
e i ritorni economici dell’IA. 
 
 
DOCENTE 
Pier Paolo Tricomi - Esperto in AI e Cybersecurity. 
 
 
CALENDARIO 
25 marzo 2026, orario 9.00-13.00 
Adesioni entro il 4 marzo 
 
SEDE 
Unis&f piazza Istituzioni 12, Treviso 
 
 



 

 

 
 
 
 
ADESIONI  
I  POSTI SONO LIMITATI, È PERTANTO NECESSARIO PRENOTARE LA 
PROPRIA PARTECIPAZIONE ENTRO IL 4/03/2026 UTILIZZANDO 
L’APPOSITO FORM RAGGIUNGIBILE:  
 

CLICCANDO SUL SEGUENTE LINK: DGR n.221 "USO NON AUTORIZZATO DELL'AI 

AL LAVORO: Rischi per l'azienda e il lavoratore" – Compila modulo 
 
 
O INQUADRANDO IL QR CODE:  
 

            
  

 

https://forms.office.com/e/1YEPrAu65C
https://forms.office.com/e/1YEPrAu65C

